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1
Decision/action requested

It is proposed to endorse the proposal of this discussion paper. 
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Rationale

The phase 2 network slicing security study in TR 33.874 [1] concluded that the ENSI should be used as a parameter for the NSACF services accessed by the AF via the NEF. The purpose of the ENSI is for the 5G system to avoid disclosing the internal slide identifiers (S-NSSAI(s)) to untrusted AFs or AF outside the 3GPP operator domain. In the proposed solution in the TR 33.874 [1] and the specification in TS 33.501 [3], 16.6.3 the ENSI is translated by the NEF to an internal S-NSSAI and then used by the NEF for the interaction between the NEF and the NSACF.
However, the TS 23.502[2], 4.15.3.2.10 which specifies theSA2 NSACF procedure in detail, uses the parameter AF-Service-Identifier on the interface between the AF and NEF. This is internally mapped to an S-NSSAI. As a result, there is misalignment between the SA2 and SA3 procedures and there are two parameters, ENSI and AF-Service-Identifier which serve the same purpose.
Therefore, it is proposed to align the TS 33.501 [3], 16.6.3 with the TS 23.502[2], 4.15.3.2.10 and the interface between the AF and NEF to use only the AF-Service-Identifier instead of both the AF-Service-Identifier and ENSI. 

In addition, TS 33.501 [3], clause 16.6.3, Step 3 includes a statement about token claims which indirectly modifies the OAuth framework in clause 12. Clause 12 does not specify the OAuth framework in such a detail to include token claims handling and as a result it would not be a good practise to introduce changes to the OAuth framework in clause 12 indirectly by introducing such changes to clause 16.6.3.
4
Detailed proposal

It is proposed to agree to the CRs S3-222019, S3-222020 in order to align the SA2 and SA3 specifications and simplify the design of the interface between the AF and NEF for the NSACF service access. 

